МУНИЦИПАЛЬНОЕ КАЗЕННОЕ ОБЩЕОБРАЗОВАТЕЛЬНОЕ УЧРЕЖДЕНИЕ

«БАРЧХОЙОТАРСКАЯ СРЕДНЯЯ ОБЩЕОБРАЗОВАТЕЛЬНАЯ ШКОЛА»

с. Барчхойотар НОВОЛАКСКОГО РАЙОНА

 РЕСПУБЛИКИ ДАГЕСТАН

**368047 с. Барчхойотар тел.8928-500-20-21**

|  |
| --- |
| **ОГРН 1050534001858 ИНН/КПП 0524005119 / 052401001** |

**ПРИКАЗ**

**2 ноября 2020 года**  **№ 54-п**

|  |  |
| --- | --- |
| **О назначениях ответственных лиц и создании комиссии для определения уровня защищенности персональных данных**. |  |
|  |
|  С целью:* определения уровня защищенности персональных данных в автоматизированной информационной системе Министерства образования и науки Республики Дагестан «Контингент» (АИС «Контингент») и федеральной информационной системе «Федеральный реестр сведений о документах об образовании и (или) квалификации, документах об обучении» (ФИС «ФРДО);
* организационного и технического обслуживания системы защиты информации информационных систем персональных данных «АИС Контингент» и ФИС «ФРДО»;
* выполнения требований п. 14 постановления Правительства Российской Федерации от 1 ноября 2012 года №1119
 |
|  |
| **ПРИКАЗЫВАЮ:** |
|  |
| 1. Создать комиссию для определения уровня защищенности персональных данных при их обработке в информационных системах персональных данных «АИС Контингент» и ФИС «ФРДО» в составе:

|  |  |  |
| --- | --- | --- |
| Председатель: | М.Ю. Джамалдинова  | Директор  |
|  |  |  |
| Члены комиссии: | Л.Б. Девлетгереева  | Заместитель директора по УВР |

|  |  |  |
| --- | --- | --- |
|  | Т.А. Басханов |  (учитель информатики) |

1. Акты определения уровня защищенности персональных данных в информационных системах «АИС Контингент» и ФИС «ФРДО» предоставить мне на утверждение.
2. Комиссии в своей работе руководствоваться законодательными и нормативными правовыми актами в области персональных данных, в частности постановлением Правительства Российской Федерации от 01 ноября 2012 года № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных».
3. Назначить директора М.Ю. Джамалдинову ответственным за организацию обработки персональных данных в информационных системах персональных данных «АИС Контингент» и ФИС «ФРДО».
4. Ответственному за организацию обработки персональных данных М.Ю. Джамалдиновой в своей работе руководствоваться должностной инструкцией и «Руководством ответственного за организацию обработки персональных данных».
5. Назначить зам. директора по УВР Л.Б. Девлетгерееву ответственным за обеспечение безопасности персональных данных (администратором безопасности) в информационной системах персональных данных «АИС Контингент» и ФИС «ФРДО».
6. Администратору безопасности Л.Б. Девлетгереевой в своей работе руководствоваться должностной инструкцией и «Руководством администратора безопасности».
7. В связи с использованием для защиты персональных данных, обрабатываемых в информационной системах персональных данных «АИС Контингент» и ФИС «ФРДО» средств криптографической защиты информации назначить учителя информатики Т.А. Басханова ответственным пользователем средств криптографической защиты информации (СКЗИ).
8. Ответственному пользователю СКЗИ Т.А. Басханову в своей работе выполнять требования должностной инструкции и «Руководства ответственного пользователя средств криптографической защиты информации».
9. Контроль исполнения настоящего приказа оставляю за собой.
 |

С Приказом «О назначениях ответственных лиц и создании комиссии для определения уровня защищенности персональных данных» ознакомлен:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| № п/п | Фамилия, имя, отчество | Наименование подразделения, должность | Дата ознакомления | Подпись |
| 1 | Джамалдинова М.Ю. | Директор МКОУ «Барчхойотарская СОШ»  |  |  |
| 2 | Девлетгереева Л.Б | Заместитель директора по УВР МКОУ «Барчхойотарская СОШ» |  |  |
| 3 | Басханов Т.А. | Учитель информатики  |  |  |

Рекомендация\*

1. Дата утверждения приказа должна предшествовать дате начала работ по аттестации информационной системы персональных данных.
2. На должность **ответственного за организацию обработки персональных данных** следует назначать сотрудника организации, занимающего руководящую должность по направлению, обеспечивающему достижение целей обработки персональных данных. Эта должность предполагает:
	1. Организационную и контролирующую работу внутри организации по соблюдению в организации требований закона №152 «О персональных данных».
	2. Взаимодействие с органами «Роскомнадзор»
	3. Взаимодействие с субъектами персональных данных.

*Например:*

*для ИСПДн «Бухгалтерия и кадры» на должность ответственного за организацию обработки ПДн следует назначить Главного бухгалтера или его заместителя или начальника отдела кадров или его заместителя.*

*Для ИСПДн «Сведения ГИА» в учебных организациях следует назначать заместителя руководителя по учебно – воспитательной работе.*

*И так далее.*

1. На должность ответственного за обеспечение безопасности персональных данных (**администратора безопасности**) следует назначать сотрудника организации, имеющего образование или практические знания в области информационных технологий. Эта должность предполагает техническое обслуживание рабочих мест ИСПДн, настройку доступа пользователей к программным ресурсам ИСПДн, организацию и контроль выполнения пользователями требований информационной безопасности, изложенных в инструкциях ОРД.
2. В комиссию по определению уровня защищенности персональных данных следует назначить сотрудников организации, несущих ответственность за обработку и защиту персональных данных в организации. Председателем комиссии следует назначать руководителя организации или ответственного за организацию обработки персональных данных. Членами комиссии (не менее 2-х) могут быть назначены администратор безопасности и любой пользователь ИСПДн, знакомый требованиями закона 152 «О персональных данных» и постановления Правительства Российской Федерации от 1 ноября 2012 года №1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных».